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Carrier Customer Bulletin              
 
Date of Notice: October 3, 2023 
Notice Number: NWFZF-23-0140 
Target Audience: Carrier, IXC, Wireless, CLEC, Reseller, ISP 
Subject: New Ziply Fiber Exchange Path Security Certificate – Bonded Customer 

Action Required 
Effective Date: October 9, 2023 

 
 
The existing Ziply Fiber (NWFAPI) Exchange Path (EP) Security Certificate will expire on October 
18, 2023.  Action is required for all customers currently utilizing bonded protocols of EDI, UOM and 
tML for Access (ASR), Local (LSR) and Trouble Administration (TA) transactions, sending to the 
following endpoint:.   
 

• ep.nwfapi.com; 50.125.6.23 (PRODUCTION)  
 
Effective at 17:00 Pacific Time on October 9, 2023, Ziply Fiber will implement the new Security 
Certificate.  Bonded customers must have the new Security Certificate installed after the Effective 
Date and before the expiration date of the current Security Certificate to avoid connectivity failures 
on all bonded transactions transmitted to ep.nwfapi.com.   
 
Please contact wholesale.connectivity@ziplyfiber.com to request the new NWFAPI EP Security 
Certificate prior to the Effective Date. 
 
Note:  VFO users are not impacted by this change – no action required. 
 
 
 
If you have questions regarding the information provided in this notice, please email 
wholesale.connectivity@ziplyfiber.com.    
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